Spoofed landing pages are a firm favorite at this time of the year

Cybercriminalsfind ways to circulate scam posts through socialmedia platforms claiming false
promises with deals like massive discounts and freebies.

Scam URLs- mobile usersare often susceptibleto this scam as they often do not checkthe full
URLon their device.Thisis an easyway to trick people into thinking they are buying the real thing

when they are not.

Don’t get hooked

° Verify websites, especiallywhen directed via an email, text or online advert
Keepyour card and its details safe

Use secureand trusted WiFi

Keep a closeeyeon your bank statements

@990

Keepsoftware up to date and allow for patching

[1] https://www.information-age.com/black-friday-securit y-threats-123476732/



